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Summary

The term “business secret” is one of many termslusethe language of law and the
language of lawyers with reference to the informatkept secret, concerning such
a method of operation used in the activity of ategarise which brings market success
or at least gives hope for success. Despite tharesipn of the industrial property
rights, that has been observed for decades, thertapce of confidential information,
referred to, among others as business secretsamtetisecrets, is still growing and is
accompanied by the development of the rules for tbgal protection. Nowadays,
many entrepreneurs treat confidentiality of infotioa as a no less important factor,
and often even more convenient for acquiring andntaming market position than
industrial property rights. An illustration and cirmation of the growing role of legal
protection of confidential information may be, ob®e in recent years, the
development of national legal regulations concegriinis matter, while at the EU level
the adoption in 2016 of the Directive 2016/943 oatgction of secret know—how and
confidential commercial information (an enterprisesecret) against their unlawful
acquisition, use and disclosure. The legal protettof trade secret is the subject of
numerous discussions on various aspects of thie.isshe paper is dedicated only to
one of them — identification of information consateto be an enterprise’s protected
secret and a model of this protection. In particulthe focus was on analyzing the
compliance in this scope with the Polish law foe tprotection of business secret
pursuant to the Act on Combating Unfair Competitigth the Directive 2016/943.

Key words: business secret, directive 2016/943, TRIPS Agee¢nunfair competition,
confidentiality
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Introduction

The term “business secret” is one of many termd uséhe language
of law and the language of lawyers with referemcthé information kept
secret, concerning such a method of operation uséte activity of an
enterprise which brings market success or at tgast hope for success.
One of the sources of such a success is to overoomeen overtake the
competitors, owing to the use of information théy ot have access to,
so they could not make use of them.

The secret so understood was, for thousands ofsyé¢he basic
instrument of competitive battle. In ancient Greaunethods of creating
gold alloys and their processing were kept seatkaround the world the
architects guarded their ways of constructing teweonstructing vaults,
in China the secret surrounded the technology okimgaporcelain
products and production of silk. In Saxony, theutaion of 1698
provided for death penalty for violation of the pitmtion to provide
apprenticeship to “foreigners or persons comingnfrabroad”; such
a penalty was also established in the General Rrukandrecht of 1794
for those who “persuaded a factory’s superior cgirtemployee to
emigrate and helped them to do so” — for such #éinragvas considered,
by posing athreat of revealing a professional efecito expose his
homeland to an irreparable damadeThese secrets were physically
protected by preventing the foreigners from acogssihe confidential
activities and processes, including those who, reoytto the obstacles,
obtained such an access — by preventing their rdiss¢ion (e.g. by
depriving them of freedom).

These traditional forms of protection against cotitipe activity
have proved to be insufficiently effective in newrrhs of business
activity, including in particular production actiMgs, being shaped in the
scope of the so—called industrial revolution. Thenes the development
and dissemination of legal instruments of protecagainst competition,
including in the form of industrial property righis associated with this
period of economic history. Among these rights, tgroups can be
distinguished.

The first one — important from the point of viewtbg subject of the
paper, includes the rights that are supposed ttegrthe exclusivity of

! The above information concerning the history &sccin: Beata Giese®rotection of
business secret on the basis of article 11 ZNEBP 2013/2.
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using the information significant in business atyiv These are, for

example, patents, protection rights for utility retd or industrial

designs. In the second group there are rightsifgieTg an entrepreneur
(law protecting the name) or indicating the origi goods (services)
from a specific entrepreneur (protection right the ttrademark).

However, the process of creating and strengtheoiirsgich laws, did not
weaken the role of secrecy in business activityite€Qthe opposite,

despite the observed expansion of the industriapgny rights, the

significance of confidential information, referred, among others as
business secrets or trade secrets, is still groamdyis accompanied by
development of rules of their legal protection.deginning is connected,
among other things, with the judgments of the Ehgland American

courts, which in the first years of the nineteerghtury began to adjudge
damages for the disclosure of a trade sécret

Nowadays many entrepreneurs treat confidentiafitpformation as
a no less important factor, and often even more/@aient for acquiring
and maintaining the market position than indus@perty rights, such
as, for instance, a paténfThe prevalence of the former is seen, among
others, in the fact that the secret’s protectioresdmot require the
fulfillment of any formal acts, and thus does nequire any additional
costs; its actual nature creates at the same tmactual and not only
alegal barrier preventing (and at least impediray) access to
confidential content.

An illustration and confirmation of an increasingler of legal
protection of confidential information may be, ol in recent years,
development of national legal regulations concegriis matter, and at
the European Union’s level adoption in 2016 of Diree 2016/943 on
the protection of secret know—how and confident@mmercial
information (an enterprise’s secret) against thelawful acquisition, use
and disclosure (hereinafter referred to as “Dikecti2016/943” or

% As cited in A. MichalakProtection of business secrets. Civil law issi#akamycze
2006.

3Attention is drawn to this in the Recitals to theddtive, and about this phenomenon
on a global scale, among others A. RaRdtents..,, p. 213 as cited in: C. Btaszczyk,
Libertarianism in view of intellectual property law

ZNUJ 2017/2/133-156.
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“Directive”)*. Postulates for creation of a global system fatgution of
this kind of information are also increasingly farated.

Legal protection of trade secrets is the subject naimerous
discussions on various aspects of this issue, dinoju the type of
information covered by protection, legal nature safch protection,
behavior of the third parties, which should be adered impermissible,
as well as the nature and extent of liability ie #vent of violation of the
rules applicable in this scope.

The paper is devoted exclusively to an enterprisesret as the
subject, protection of which is covered by the Diree and its model of
protection. Identification of information whose dentiality should be
respected is important not only from the point @w of the holder of
such information, since it is a starting point fiooth considerations
regarding a function and an impact of the existurigs for the protection
of confidential information on the innovative chetex of the economy,
and hence also its development, as well as fomitglig the boundaries
between lawful behaviors and those that constiidkation of the law.
In this context, the model — the legal nature afhsprotection is no less
important.

1. Legal basis for protection of business secret

1.1.Business secret in international law

Although, as mentioned above, there is a greatrsityeof national
regimes for protection of business secrets, somangstions of such
protection have been established in the most impbrimultilateral

* Directive of the European Parliament and of then@i (EU) 2016/943 of 8 June
2016 on protection of secret know-how and non-gpuldommercial information
(business secrets) against their unlawful acqaisituse and disclosure — Official
Journal UE of 15.06 2016, L.157/1

® E.g. Letter dated 7.11 of current year, directeddvernment agency - the U.S. Trade
Representative by Consortium of Entrepreneurship AUSavailable at:
http://www.ipo.org/wp-content/uploads/2017/11/201T~/-International-Trade-
Secrets-Association-Letter-Final.pdf, Asia-PacifEconomic Cooperation (APEC)
published in 2016 the documerBest Practices in Trade Secret Enforcement and
Protection Against Misappropriationnitiatives in this regard are also taken by the
International Chamber of Commerce (ICC) by orgamjzihe assistance of the lawyers
for entrepreneurs and governments in the creatioth protection of confidential
information.
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agreements concerning industrial property rightecokding to the

dominant view, the first international agreement safch type, the
provisions of which may constitute the basis fa dbligation to protect
the confidentiality of the enterprise, is the Pafienvention on the
protection of industrial property of 1883t is indicated in its article 10
bis, obliging the parties to the Convention to jdevhe natural and legal
persons with the protection against the unfair cettipn, and of such
a character, in accordance with that provisiorgng act of competition
which fails to comply with the honest customs ia fleld of industry or

trad€. As an act of unfair competition, in particulahgtunfair use of
other people’s achievements is recognized, and uwh scharacter
undoubtedly is the use of someone else’s secratsigheir wilF.

In turn, the first multilateral international agneent, which explicitly
refers to the protection dhe undisclosed informationas one of the
forms of protection against the unfair competitisnTRIPS Agreement
Section 7, separated in this document, entitledtdtion of undisclosed
information”, in accordance with the literal wordiof article 39 sec. 1,
serves the purpose provided for in article 10 lhithe Paris Convention
for protection against the unfair competition.

The parties to this agreement are obliged to peowitural and legal
persons with protection against the disclosure,uigdgpn or use of
undisclosed information, i.e. information that nse#tree premises in
total. This is information kept confidential, hagicommercial value

® Paris Convention for the Protection of Industrialoperty of March 20, 1883,
repeatedly amended - the last time in Stockholndwy 14, 1967. Poland is a party to
the Convention according to the Stockholm act (Jaluof Laws of 1975 No. 9, item
51).

" F. Henning-Bodewig|nternational Protection Against Unfair CompetitionArticle
10 bis Paris Convention, TRIPS and WIPO Model Fiowis, International Review of
Intellectual Property and Competition Law 1998l. 30, no. 2, pp. 168-173; D.E.
Long, A. D’Amato,A Coursebook in International Intellectual Proper§t Paul, MN
2000, p. 352 — as cited in: M. Sieradzka, M. Zdgls(),The Act on Combating Unfair
Competition. Commentared. I1,: WK 2016.

8 E.g. A. Kamperman Sandergnfair Competition Law: the protection of intedteal
and industrial creativityNew York 1997, p. 7 : as cited in E. Na@aka, M. du Vall in:
A. Adamczak, A. SzewcParis Convention on the protection of industriaoperty.
Commentary2008, p. 293.

°® Agreement on Trade — Related Aspects of Intelld®roperty Rights, attachment to
Journal of Laws of 1996 No. 32, item 143; the Elhliso a party to this agreement
(approved by the Council’'s Decision 94/800 / EG)Jjd/in Poland from 1.01. 2004.
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precisely for reasons of confidentiality, and & #ame time the holder of
such information undertakes the activities aimedmatintaining the
confidentiality (article 39 section 2 of TRIPS). &hbrevity and
vagueness of the TRIPS provisions regarding thdeption of the
undisclosed information means that the parties heatained far—
reaching freedom in shaping the model, rules andteption of
undisclosed information. It can therefore have (@#ntas) a form of
protection sui generisas well as it can be (and sometimes it is)
implemented with the aid of civilian instrumentsy fexample as legal
protection of the subjective right, protection ortf contract protection,
mixed (tort and contract), as well as on the greuoidthe provisions of
unjust enrichment.

1.2.Business secret in the European Union law

The deep diversification of national systems foe firotection of
undisclosed information referred to the above asdyrinter alia, in EU
countries. However, in principle, in all of Memb8&tates they were
protected, but the subject of this protection, sisepe, as well as the
bases and the model of liability for violation afcsets varietf. Due to
the importance of such information for the businestsvity, for shaping
economic relations, such situation was perceivedbagously hindering
the shape of asingle internal market. It was gainbut that the
consequence of the existing differences is in galdr the difficulty of
pursuing claims in cross—border relations. The &dopof the Directive
and its implementatidf is to eliminate or at least to mitigate the most
significant differences among national legal orderghis scope. It is to
ensure, at the same time, the protection of actessonfidential

0 See e.g. D. Lippoldt, M. Schultz [in;] OECD repoENQUIRIES INTO
INTELLECTUAL PROPERTY'S ECONOMIC IMPACDECD 2015 p. 210; A
Michalak, Protection of business secrets. Civil law issutskamycze 2006.

™ An overview of these regulations is presented bychalak, Secret's protection.,

p. 27 and the following pages. In some countri€setare no separate provisions and
rules for the protection of such information emgFrance protection under civil law, in
others there is a separate regulation, in Italytgmtadn of secrecy patterned on the
patent protection model; in France, the case lasvdesveloped the concept of economic
parasitism -W. Van CaenegemJrade Secrets and Intellectual Property: Breazh
Confidence, Misappropriation and Unfair Competitjohlphen aan den Rijn: Wolters
Kluwer, 2014, p. 14t seq

121t is to take place by 9 June 2018 - article 1@ $eof the Directive.
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information against threats coming from two direns: in the first place,

against disclosure of information by employees,chtis considered the
most serious threat to the interests of entreprsnand secondly, against
external actions, including the so—called econagsmonage.

In the course of works on the Directive, the paats were reported
for shaping the harmonization as complete, envidagehe Directive. It
was considered that it was necessary for the iegmtiplementation of
the goal®. Prima facie it seems obvious that these suggestions have not
been taken into account. According to article 1 fihst sentence of the
Directive Member States may adopt a more far—reaching priotect
against the unlawful acquisition, use or disclosoferade secrets than
the protection required by this Directivélowever, further reading of
this provision raises doubts as to the accuratchetbove statement, and
at least so as to the appropriateness of the aatabformulation of such
a statement. Establishing further—reaching pratacs permissible only
if the law complies with the numerous provisionsafied in the second
sentence of article 1 section 1 of the Direcflvén the opinion of some
commentators, such editing may justify the condusithat the
harmonization should be complete in the scope eavby the indicated
provisions, and thus protection under domestic &nall not be more
powerful than the one established in the Directivélowever, it is
pointed out that one cannot exclude only the “etlocal” nature of this
claim, and in face of ambiguity, the settlementhis scope will belong
to TSUE®. When signaling these doubts, it is worth beaiitnmind that
most of the provisions specified in article 1 pointof the Directive

13 R. Knaak, A. Kur, M. Hilty,Comments of the Max Planck Institute for Innovation
and Competition of 14 June 2014 on the ProposahefEuropean Commission for
a Directive on the Protection of Undisclosed KnoawHand Business Information
(Trade Secrets) Against Their Unlawful Acquisitiodse and Disclosure of 28
November 2013, COM(2013) 813 Finfh:] International Review of Intellectual
Property and Competition Law, 2014, p. 956 et sebereinafter referred to as: “the
position of the Max Planck Institute”.

4 These are, according to art. 1 of the directiviiclas 3, 5, 6, article 7 sec. 1, article 8,
article 9 sec. 1 second paragraph, article 9 semd34, article 10 sec. 2, article 11,
article 13 and article 15 sec. 3 of the Directive.

15 This is pointed out by M. Namystowska, Article @fithe Act on Combating Unfair
Competition in the Light of Directive 2016/943 dmetProtection of Business Secrets,
PPH 2016/11/5-11.

1% As above.

67



HelenaZakowskaHenzler

concerns the principles of creating and applyirgyldw in the EU legal
order, protecting not only the interests of thamii and the defendant,
as the parties to the dispute, but also the intedsthe third parties and
the public interest (e.g. catalogue of values ass®®, whose protection
is given priority over the protection of businessret — Article 5). Some
of them, however, concern the issues of great itapoe for the
protection model: e.g. article 6 — legal measum=essary to ensure the
availability of the investigation, protection prded for in this directive
and redressing the damage, and article 9 sec. hligabon to keep
company secret confidential in the course of tleeg@edings). Therefore,
it seems that some of the statement’s points cab@atenied, that the
harmonization shaped in the Directive is of a canpse nature —
between minimum and complete harmonization, andeffects of the
harmonization adopted in the Directive shall beedatned by the CJEU
(the Court of Justice of the European Union).

On account of the fact that certain aspects ofpitaéection of the
trade secret, in particular know—how, are coverngdther EU laws, it is
important to specify in the Directive the relatibips between the
provisions of these acts. Pursuant to article 39%thef Recitals, the
application of the Directive should not affect thpplication of other
provisions, in particular those concerning intellet property rights and
contract law, but in relation to the Directive 20BYWE"’ shall be
treated asex speciali&®,

1.3. Confidential information in Polish law

The company’s secret is one of the company’s commsn(article
55" point 8 of the Civil Code). The Civil Code doest mmntain any
explanations or guidance regarding the contenhisfterm — the essence
of this component of an enterprise. However, thindi®n of business

7 Directive 2004/48/We of the European Parliament afthe Council of 29 April
2004 on the enforcement of intellectual properghts, Official Journal of 30.04.2004,
L. 157/45.

181t is worth noting that this type of regulation defective in the opinion of some
commentators, because it proves that undisclosedages are classified as intellectual
property rights, while in accordance with the Diree they are to be protected under
unfair competition law, so the Directive 2004/4&léimot be applied to them at all - see
Max Planck’s point of view, point 16.
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secret is found in the Act on Unfair Competition 193 (“a.u.c.”}®,
which also specifies the rules, the scope of iéqmtion, the premises for
liability for the infringement and sanctions forcbuactions. This law has
also been repeatedly amended in the part concetnisgess secrets,
e.g. in 2002, in order to harmonize its provisiaigracterizing the
company’s secret and the act of unfair competitimm article 39
TRIPS®.

It is worth noting that in literature there wasitiedlence of views
concerning the relation between the content of tdvens “industrial
secret” used in each of the above—-mentioned legjal ahe prevailing
position is that their content is the s&mé{owever, a different view is
also presented, according to which on the grouhdsuoc. the content of
the concept of business secret is wider than orgtbends of the Civil
Code?. Article 55 of the Civil Code covers only such secrets
(information), which can be transferred along vilik enterprise, and in
this view such a possibility exists only in casesetrets significant for
long—term projects. On the other hand, the Act afain competition
provides for the protection of all information thraeets the premises set
out therein, and therefore those that are of sowwidental nature — useful
on a one-time basis and which, due to such natimeenot a component
of an enterprise within the meaning of articlé &5the Civil Code.

By recognizing the reasons that may be in favahefsecond of the
presented views, | believe, however, that theynateconvincing enough
in order to consider this view as accurate, fordbmpany’s components
are always set for aspecific indicated day. If amgiven day the
information meets the premises set in a.u.c. fer rggcognition as
a company secret, then for its recognition as apomant of an

¥ The Act of 16.04. 1993 on combating unfair contjmti (uniform text: Journal of
Laws of 2003 no. 153 item 1503).

2 Act of 5 July 2002 amending the act on combatinéain competition (Journal of
Laws No. 126, item 1071).

2 Tak M. PazdanCivil Code, supplemenl. | and Il, CommentaryWarsaw 2003, p.
40; E. Skowréska-Bocian [in:]Civil Code, vol. ] K. Pietrzykowski (ed.) Warsaw 2004,
p. 187; Z. Radwaski, Civil law - general part, WarsawkE. Wojcieszko-GtuszkoThe
secret of the enterprise and its civil law proteatiunder the provisions of the law on
unfair competition PIPWI UJ 2005, p. 89, p. 15. — as cited in A. Milak, op. cit.

22 E. Traple,Protection of information constituting a companyre¢, ZNKU (Act on
combating unfair competition) and protection of re¢g revealed during negotiations
MoP 2003, No. 21, p. 9.
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enterprise, the durability of such a characteras nelevant. It may of
course have an impact on its value (price), e.gase of disposal of an
enterprise.

However, the Act on the prohibition of unfair cortipen is not the
only legal act in which the protection of confidahtinformation
essential for shaping and maintaining a markettjposby entrepreneurs
is regulated. By way of example, indicated aregtwvisions of the Civil
Code regarding the protection of confidential infaetion during
negotiations (Article 71 of the Civil Code), prowss of the Code of
Civil Procedure regarding hearing a case at norkgsitting, provisions
concerning banking or lawyer secrecy, or legal salvi secrecy
provisions of the Labor Code regarding the emplsyebligations in the
area of protection of the employer's sectets

2. Model of protection of business secrets

As mentioned above, the TRIPS Agreement gives thdies
freedom to choose the model and measures of legaeqgbion of
industrial secrecy. In particular, it does not @xmtany provisions that
would determine in a categorical and unambiguousrmaawhether the
trade secret may be protected as the subject a#xalusive absolute
right. One of the main arguments invoked to defeuch a concept is an
express classification of undisclosed informationntellectual property.
According to article 1.2 of TRIPS The term “intelleal property” refers
to all categories of intellectual property that aubject to the provisions
of Sections 1-7 of Part Il and Article 39 is inaadin section #. On
account of the fact that this category includesgerotected by absolute
laws (inventions, trademarks), from such situatioh secrecy of
undisclosed information, the legitimacy of theiogaction by law of this
kind is derived. Although the accuracy of such aifpan raises doubts, it
would be unjustified to categorically state its yndlessness in view of
the ambiguity of TRIPS provisions.

The analysis of views on the model of protectioncohfidential
information admitted by TRIPS, and at the same tooeesponding to

% Broader write-up, Sieradzka, op. cit and A. Mietkalop. cit.

24 On the subject of this dispute see C.M. Corfigade related aspects of intellectual
property rights. A Commentary on the TRIPS Agre¢m@mnford University Press
2008, pp. 367-369.
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the purpose of such protection, justifies the casicn that the bigger
tendency to make business secrets the object oéxbkisive right is
observed incommon-lawcountries rather than under continental law
systems. This difference is often associated wii tule common in
continental lawnumerus claususf absolute rights and the lack of clear
principle of such type in common law systémdt should be noted,
however, that also on the grounds of continental, lancluding in
Poland, there is a difference in positions in tmatter. There exists
a discussion on two levelste lege lataand de lege ferendand this
dispute can be presented as regarding the ansvilez tpuestion: whether
the object of protection is/should be a specifiamgible asset or fair
competition.

First of all, it is worth noting that also amongetrepresentatives of
the continental doctrine, including the Polish ot principlenumerus
claususof absolute rights is being questioffedBuch a stance facilitates
the defense of the concept of subjective right he tundisclosed
information. Its supporters additionally draw atten to the similarity of
the situation of a holder of confidential infornwatiand the situation of
a patent holder or other exclusive rights to inthlegassets. In particular,
they indicate the possibility of actual exclusiof availability of
information to the third parties, as well as emgifinto contracts for their
disclosuré’. On the grounds of Polish law, article 11 a..s@dditionally
referred to, which is sometimes interpreted asterga subjective right,
as evidenced by both the fact that it providespimtection against any
unlawful action, and not only against a “dishonesttion, as well as the
fact that paragraph 3 a.u.c. refers to the “actiorsi of information
constituting the trade sectet

The supporters of the second concept consider dtieptotection
model as applicabfé by not treating the business secret as a subfect
intellectual property rights. In order to justifigi$ stance, the argument

% M. Correa, op. cit. pp. 367-369.

% E g. B. Giesen, op. cit.

2" E. Wojcieszko-GluszkoProtection...,p. 164, and also A. Michalalerotection of
secret.., p. 152 and the following.

% Discussion of such views was presented by theppster, B. GiesenSecret
protection.. op. cit.

% E.g. B. Gawlik,Know-how agreement, p. 65 and the following; In favor of tort
model of protecting the enterprise’s secret is thnftaska [in:] Industrial property
right, p. 23.
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derived from the situation of the protection of ipess secrets in the
legal system is referred to above all. The provectf trade secrets is
part of the right to combat unfair competition, ttig the law that does
not protect the information as such, or the exeltysof its exploitation,
but it is aimed exclusively at protection of propswcio—economic
relations connected with running a business agtivihe protection of
secrecy provided for in the act on combating unfeampetition
constitutes only a protection in such a scope anduch away as to
counteract unfair competition; it is a protectigasst specific behaviors
that havethe characteristics of an act of unfair competitiori’.

The accuracy of such aview may be supported byfale that
pursuant to article 3 sec. 2 a.u.c., violation uwdibess secrets is an act of
unfair competition. As its additional justificationone can recall
(although this is not a strong argument, of coyrd® constructions of
the provision of article 551 of the Civil Code. Thempany’'s secret is
specified therein separately from intellectual @y rights (industrial
property rights and copyright and related rightEhe view is also
presented, which can be described as a comproatserding to which
the model of protection of a company’s corporatgetedoes not exclude
the construction of a subjective right whose objicsuch a secrét
While signaling this view, it should be pointed @&t this compromise
approach does not resolve the essence of the dippegented above.

Prima faciethese controversies on the basis of national legdrs
of EU countries were settled upon the entry of Eivective into force,
for the admissibility of protection of business r&ts has been expressly
excluded by creating a new right of industrial pedp (point 16 of the
Recitalsf> It has been equally clearly stated that the ptiae of
business secrets is a measure of legal protecficheoentrepreneurs’
interests different than the use of intellectuabgarty rights by them
(point 1 of the Recitals). The statements contaimethe Directive are
much more categorical in their content than theuaaht provisions of the

0E. Traple, op. cit.

3L L. Goérnicki, Unfair competition, in particular by misleading digsation of goods or
services, and protection measures in Polish, [5987, p. 26.

32 C. Wadlow,Regulatory Data Protection Under TRIPs Article 394Bd Article 10bis
of the Paris Convention: Is There a Doctor in theude?[in:] Intellectual Property
Quarterly, 2008, p. 3%t seq
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draft of the Directiv&®. Therefore, it seems that the views formulated
against the draft on the admissibility of createxglusive rights to the
subtlgcts recognized as company secrets lost thendations at least in
par

The concept adopted in the Directive is, accordittgy the
explanations contained in its Recitals, to excliutde possibility of
shaping such a model of protection of businessetetnat would hamper
the innovative character of the economy and thiscefvould make the
enterprise secret the subject of exclusive rightss would close the path
for other entities to use their independently depetl know—how or
other type of concept or solution, if it would deetsame as previously
recognized as a company secret. Such a protectamelmaccording to
the widely accepted view, which lay at the basistled concept of
intellectual property rights, is indicated as cotide to innovation,
solelywith reference to specifically determined typesalutions and the
premises for including the information in the catgg of company
secrets do not include those features that decmmitamaking the
solution the subject of exclusive rights.

3. Business secret —term

3.1.Premises for protection of confidential informationagainst
unfair competition

As mentioned above, both in literature and in titernational legal
acts, EU and national legal acts, different termes used to denote the
information whose confidentiality is important fan entrepreneur
employing them in their activity. TRIPS uses thente'undisclosed
information’ to make its scope as wide as possibidor even intuitively
it covers in its scope the content of the term: wmrcial secret,

33 0On 28 November 2013 the European Commission has peesenproposal for
a directive of the European Parliament and of toearCil on the protection of secret
know-howand non-public commercial information (trade segragainst their unlawful
acquisition, use and disclosure, COM/2013/0813 fir2913/0402 (COD).

% This position was presented, among others in MaBigka, M. Zdyb (edsThe Act on
Combating Unfair Competition. Commentary, eds WK 2016 and referenced
publications, including, among others, T. Codke Proposal for a Directive on the
Protection of Trade Secrets in EU Legislatidournal of Intellectual Property Rights
2014, vol. 19, pp. 54-58.

% E. Traple Protection of information., p. 7.
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enterprise’s secret or business secret. Directdd6/®43 uses the term
‘enterprise’s secret’ (Article 1, first sentencBespite the distinctness of
the term used, its content and scope does not &ediffer from the one
used in TRIPS. It is already clear from the titfelee directive, as well as
from point 1 of the Recitals, that the industriacret is both the
undisclosed know—how and non—public commercialrmgtion.

Also the method of characterizing the informatiaiefined as:
undisclosed information (TRIPS — Article 39 secp@nt a) and the
enterprise’s secret (Directive —article 2 sec. Inpea®®), despite the
distinctness of some expressions, allows to reeegthieir far-reaching
convergence. Both documents set out the obligdbgprotect, as a part
of protection against unfair competition, the imf@tion that jointly
meets the following premises. This is confidentidbrmation, in the
sense that, as a whole or in a special set antddd Heeir elements, they
are not generally known to people from circles thatmally deal with
this type of information, nor are they readily dable to such people
(article 39 sec. 2 of TRIPS and article 2 of theeBiive)®’. In addition, it
is the information having acommercial value agsifirom this
confidentiality, and their holder takes action taimtain confidentiality.

The content as well as the domain to which thermédion refers, do
not affect whether it is protected or not. Sucheawwas presented in the
context of the TRIPS Agreement, and at presens itlearly stated in
Recitals to the Directives, explaining that theoinfiation regarded as an
enterprise’s secret may concern both technicalcasé the production
process and the method of reaching the potentgliesnts of production,

% Article 2 ‘an enterprise’s secret’ denotes thevinfation which meet the following
requirements:

a) are confidential in the sense that, as a whoie a specific set and collection of their
elements, they are not generally known or easitessible to people from circles that
usually deal with this type of information; b) hazeommercial value because they are
covered by a secret; ¢) have been subjected bysampevho in accordance with law
exercises control over them, reasonable in giverunistances, actions to keep them
secret.

3" The basis for the comments is the English versiofRIPS, when the Polish official
translation raises doubts that do not arise froenBhglish text. In the Polish version it
cannot be unambiguously determined whether thergkekirowledge of the information
should be in the circles of people dealing withiveeg type of information or is so
specified circle of entities essential only whentedmining the availability of
information. The English text does not arise suchbds - it is known that this circle is
generally vital for confidentiality arrangements.
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i.e. more generally creating the customer bases Thtegory does not
include, however, the irrelevant information as lveed experiences and
skills acquired by the employees during normal was well as the
information commonly known or readily availablegeople from circles
who usually deal with thefh

By recalling the premises set out in the Direcfioerecognition of
the information as a business secret, it shouldtessed that due to the
nature of harmonization declared in it (minimum rhanization),
Member States may also provide a protection suchagrovided for in
the Directive for the information, which does noeeh the premises
indicated in the Directive.

The variety of information protected against unfeimpetition is
also clearly marked in the Polish definition of imess secrets.
According to article 11 sec. 4 a.u.c., the entegsi secrets are not
disclosed to the publictechnical, technological, organizational
information of an enterprise or other information having an
economic value for which the entrepreneur has taken the necgssar
actions to preserve their confidentiality. So fotated provision
eliminates any doubts as to the impact of the canbe the subject of
information on the possibility and rules of its f@ction.

3.2. Confidentiality of information

Against both documents, i.e. TRIPS and the Diregtikre conclusion
is justified that the state of confidentiality @$sas a resultant of two
premises: objective and subjective. Objective -€deasibility state for
the third parties, subjective — the will of the d@l to maintain the
confidentiality of information expressed in notadasing the information
and taking actions in order to maintain this StatS8uch a requirement

3 point 14 of Recitals of the Directive.

39 B. Gawlik emphasized this subjective charactdie- will of the holder. B. Gawlik
emphasized that the constitutive feature of themgge of confidentiality is the
entrepreneur's will manifested in an express orligitpway, aimed at protecting
information ([in:] Know-how Contract.., p. 23); Supreme Court Judgment of 3.10.
2000.

| CKN 304/00 - The use of information by an empleye his own business activity, as
to which the entrepreneur (employer) did not takeessary actions to preserve their
confidentiality, should be treated as the use ofiegel knowledge to which the
entrepreneur does not have any statutory rights.
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was also established in the Polish Act on Combdtinfair Competition
(article 11 sec. 4).

When analyzing the requirement of objective confiddity, it
should be emphasized that it is not absolute byrador the objective
confidentiality is not equivalent to the secresgnsu strictpunderstood
as a state in whicanly the holder of information knows and has access
to it. So the information available to a group ofople does not
automatically lose confidentiality The answer to the question is
therefore fundamental: under what circumstances awalability of
information to the third parties does not underniteeconfidentiality. In
particular, this question concerns the employeetenial contractors of
the entrepreneur, as well as people completelylatekto the enterprise.
According to the established position both on tasidof Polish law and
TRIPS, as well as the Directive, the information ¢ensidered
confidential also if it is known to people otheaththe entrepreneur, as
long as the latter controls the number and critésrathe selection of
people having access t8'itlt should be noted at the same time that the
disclosure of information on the basis of an agrmmreserving
confidentiality and obliging to respect all indivials who have access to
the information, does not result in the loss of th#ribute of
confidentiality.

The doctrine has a difference of views on the gaolgic scope of
confidentiality. According to the view, which seetesbe dominant, it
should be assessed on a global s¢alélowever, some commentators
believe that such arrangements should only be nradelation to the
market (in geographical terms) on which an entregue operatés.
Although in favor of the second view is the argumenh territorially
limited economic significance of the given informoat and the market
position obtained owing to it, in the current cdrmis of information

“0C.M. Correa, op. cit. pp. 372-373.

L E. Nowiaska, M. Du Vail,Commentary on the Act on Combating Unfair Commetiti
Warsaw 2013.

“2 M. Sieradzka, S. Sottysski, S. Gogulski [in:]The Act on Combating Unfair
Competition.., J. Szwaja (ed.), 2013, p. 471; M. MozgaWwambating the unfair
competition with criminal law measureSdaisk 1997, p. 37; on the grounds of TRIPS
Agreement - F. Dessemont@otection of Trade Secrets and confidential infation
[in:] Intellectual Property and International Trade: TA&RIPS Agreement.ondon-
Hague-Boston 1998, p. 250.

3 E. Nowiiska, M. du VallCommentary to the law on combating2008, p. 140.
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flow, especially with the use of the Internet, thigument seems to be
out of date.

As for the subjective approach to confidentialityis in accordance
with the widely accepted vieff, that the confidential information in an
objective sense, can be considered a secret, gsaknhe entrepreneur
has the will to keep it a secret, and this will inbe recognizable by
other people. The Act on combating the unfair camipa, similarly to
the Directive and TRIPS, the type of actions by alihihe will of the
entrepreneur should be expressed was not decideth. &tivities may
consist in both the efforts to actually maintaimfidentiality as well as
in imposing on the third parties an obligation teefg the obtained
information in confidence. At the same time, itpginted out that the
basis of such an obligation does not have to beparately concluded
agreement with any person gaining access to tlenration, and e.g. the
rules of participation in the conference where findormation is
disclosed.

The method of defining business secrets does radige grounds
for indicating the unambiguous criteria for distiughing the information
that meets the requirement of confidentidfity This refers to
confidentiality in both objective and subjectivernbis — they are
characterized by means of non—incisive terms atehadvaluative ones.
Therefore, one should take into account doubts @rdroversies, the
resolution of which may significantly affect not lpnthe parties to
potential disputes, but also the assessment oéaomplementation of
the Directive on the grounds of national legal osdeHowever, this
statement, although it seems to be indisputablepissynonymous with
the criticism of the Directive. The specificity afformation, which,
according to broadly accepted views, should berfedin protection
against unfair competition measures, makes it isiptes to set these
limits more clearly.

4 According to some, however, the scarcity of theeBlive, which may impede the
actual harmonization of the law, is the omissioar¢in of a clear statement of the
diversity of actions, taking of which by the holddrthe information is deemed to fulfill
this premise for being recognized as a companyeseciMax Planck's Institute’s
position - this comment was reported in the contéxhe draft of the Directive, but also
its adopted text does not contain such provisions.

%> G. Surblyte Enhancing TRIPS: Trade Secrets and Reverse Engigedin:] H.
Ullrich, R.M. Hilty, M. Lamping, J. Drexl (edsJRIPS 20. From Trade Rules to
Market Principles Berlin-Heidelberg: Springer, 2016, p. 787seq.
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4. The commercial value of information

The commercial value of the information referredri@rt. 39 par. 2
point aand TRIPS and in article 2 sec. 1 of thee®ive, is a value
determined by confidentiality. According to the &qmation contained in
Recitals of the Directive, such value of informatics evidenced, for
example, by the fact that its unlawful acquisitiose or disclosure may
cause damage on the side of its holder, by damagimgexample, its
scientific or technical potential, economic or ficéal interests, strategic
position or the ability to compete (point 14 of tRecitals). It should be
emphasized that it can also be a potential vale nat just the one used
in the company’s operations.

5. The concept of business secret in Polish law

As mentioned above, indicated in article 11 semf4i.c.a., the
catalogue of premises for considering the infororatis a business secret
coincides with those set out in the Directive (ahérefore also in
TRIPS®). They are: confidentiality, value, taking up acs by the
holder of information in order to maintain confidiatity. However, even
the analysis of the content of each of the premmsakes it possible to
see the differences.

First of all, they concern the method of determgninthe objective
aspect of confidentiality of information. According the Polish law, the
secret of an enterprise is the information thaha$ disclosed to the
public (Article 11 section 4). The Directive, oretbther hand, clarifies
that the confidentiality of information is understbso that “as a whole
or in a specific set and collection of their eletsethey are not generally
known or easily accessible to people from circlém wisually deal with
this type of information”.

The comparison of the two texts demonstrates twferdnces. First
of all, the Polish law refers to the informationt niisclosed to the public,
and the Directive on information of the Polish laauld suggest that
confidentiality is lost only by the information thia not generally known

3. Soltyshski, [in:] J. Szwaja (ed.)The Act on Combating Unfair Competition.
CommentaryWarsaw, 2006, p. 445. Although S. Solfgsii’'s statement concerned the
act before its subsequent multiple amendmentpiares valid in the current version as
well.
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or easily accessible. The difference between teealiwording does not
seem to entail a different content since the waydih the Polish law
includes, in my opinion, both situations specifiadhe Directive. Each
act emphasizes a different aspect of the eventtirggun the loss of
confidentiality: in the act — the situation in whi¢he information is
placed, and in the Directive — the effect of thisiation on the third
parties.

Business secret can therefore be the informationchwhas
independent, separate, has been disclosed, asasotige confidentiality
of this information is kept in a particular set.tiugh the Polish law
does not contain such an explanation, it would leasonable to state
that it excludes the protection of the trade searatlerstood in
accordance with the explanation provided in thes&ive. It is possible
to treat such a‘“special set” of previously diselbs individual
information as new information — different from pigly available
information. However, the legitimacy of such adosmon may be
demonstrated by the fact that such a position akent by the Supreme
Court already in 2014, however, also a different interpretation — is not
excluded under Polish regulations. Therefore, ehs justified to make
such an amendment to the law, which will elimingte grounds for
interpretation incompatible with the Directive.

Designation of actions of the holder is also forated in a different
way. Taking actions have been defined above adjactive aspect of
confidentiality. A.u.c. refers to “indispensableiti@ities for maintaining
the confidentiality, and the Directive — to “reaable actions under given
circumstances to keep information secret.” The andw the question
about the compliance of the Polish law with theebiive depends on the
relationship between the terms “necessary acticsd “reasonable
actions under given circumstances”.

First of all, omitting the wording “under given cumstances” in the
Polish law does not mean that the circumstancesgdfen event are not
taken into account, since determining the necessitgertain actions
always requires the arrangements in the context sgecific situation,
and notin abstracto According to the Dictionary of the Polish Langeag
indispensable stands for “necessarily needed”. éibex Polish law

“"In this way, the Supreme Court in the judgment®f&bruary 2014/ CSK 176/13,
LEX no. 1441477.
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refers to actions that are necessarily needed, thadDirective to
reasonable actions, although in both acts the sgwaé is indicated —
keeping the information secret, confidential. le thlght of the above, it
seems that also this difference between the texthefAct and the
Directive does not imply in an inevitable way théfedences in the
object of protection.

Also under the Polish law, not every action takgrthie holder will
be considered a fulfillment of the statutory preeni$his should be the
action necessary to achieve the goal, and therefioleast close to the
reasonable actions taken for the same purpose. Wowdg one even
assumes that the Polish law makes protection dondit on the
fulfillment of the weaker requirement, i.e. the gdb scope of protection
would be broader than the one provided for in tivedive, then again it
can be concluded that the minimum nature of harpatioin allows such
a deviation. A separate issue is the assessmerheoflegitimacy of
broader protection of information than provided forthe Directive;
however, it goes beyond the scope of the paper.

Also otherwise than in the Directive, the value inoformation
considered as business secrets is specified io.,ahe Polish law refers
to the economic value, and the Directive — to thenmercial value
resulting from the fact that they are kept secret.

Conclusions

The comparison of Polish law with the requiremeetsulting from
the Directive seems to justify the conclusion tihat differences between
the text of the Directive and the wording of Pollalw do not have the
character that would inevitably lead to the digtiess of the rules for the
protection of trade secrets. These provisions neanterpreted in a way
that ensures their full compliance with the Direeti and thus with
binding for Poland international treaty — the TRIP®jreement.
However, for the sake of legal certainty, the plasas of its explicit
removal by the amendment of the Act seem justified

8 M. Namystowska, op. cit.
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Legal acts
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text: Journal of Laws of 2003 no. 153 item 1503).
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[3.] Directive 2004/48/We of the European Parliament afdthe
Council of 29 April 2004 on the enforcement of Imgetual
property rights, Official Journal of 30.04.2004,157/45.

[4.] Directive of the European Parliament and of the r@du(EU)
2016/943 of 8 June 2016 on protection of secretwwkhow and
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unlawful acquisition, use and disclosure — Officialurnal UE of
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